
"Supply chain attacks continue to be 
an attractive vector at the hand of 

sophisticated actors and the threat 
from these attacks is likely to grow. 

Especially as we anticipate technology 
supply chains will become increasingly 

complicated in the coming years."

60 Billion

of supply chain cyber attacks 
focus on suppliers’ code

of companies don't have full 
visibility into their supply chains

of all cyber breaches occur in the 
supply chain or via third-party

of companies experienced a supplier 
risk event in the past 5 years

66% 80%

72% 89%

 Connected IoT devices by 2024 in the Industrial Sector

- Lindy Cameron CEO of the UK National Cyber Security Centre (NCSC), 2021
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